
42 
 

© 2020 Copyright held by the author(s). Published by AIJR Publisher in Book of Abstracts for “TEQIP - III Sponsored First 

International Conference on Innovations and Challenges in Computing, Analytics and Security” (ICICCAS-2020)  

July 29-30, 2020. Organized by the Department of Computer Science and Engineering, Pondicherry Engineering College, 

Puducherry, India. Series: AIJR Abstracts; ISBN: 978-81-942709-3-5 (eBook); DOI: 10.21467/abstracts.90 

Survey on DDoS Detection using Recurrent Neural Network 

Yashika P, Salini P 

Pondicherry Engineering College, Puducherry, India 

 

A B S T R A CT  

Distributed Denial of Service (DDoS) flooding attacks area unit one among the largest issues 

for security professionals. A Distributed Denial of Service (DDoS) attack is associate in attack 

within which multiple compromised laptop systems attack a target, sort out of a server, website 

or different network resource, and cause a denial of service for users of the targeted resource. 

The flood of incoming messages, connection requests or malformed packets to the target 

system forces it to bog or maybe crash and shut close up, thereby denying service to legitimate 

users or systems. A DoS attack is totally different from a DDoS attack. The DoS attack 

generally uses one laptop and one web connections to flood a targeted system. In DDoS 

attacks, uses multiple computers and web connections to flood the targeted resources. This 

paper contains concerning a number of detection mechanism applying classification algorithm 

rule. 
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