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A B S T R A C T  

Every day, there is an increasing need for healthcare applications. The patient 

data must still be stored securely. But in order to avoid security breaches, a 

variety of security measures may be used for the storage of patient data. 

However, these methods are out of date. Using blockchain technology, security 

concerns should be alleviated. Health care data may be kept secure with the use 

of blockchain, which promotes decentralization. 
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